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Name of Company: Nextearrier Prepaid, Inic.
Form 499 Filer ID: 825719 '
Name of Signatory: Boris Kudryavsky
Title of Signatory:  Executive Vice President
I, Boris Kudn '.avsky, hereby certify that 1 am an officer of Nextcarrier Prepaid, Inc.
("NCP”) and tha authorized to make this certification on behalf of NCP, 1 have personal
kiowledge that NCP has established operating procedures that are adequate to ensure
compliance with the Commission’s CPNI rules, to the extent that such rules apply to any of the
information obtamed by NCP. See 47 C.F.R. §64.2001 ef seq. Attached to this certification is an
accompanying statement explaining NCP’s procedures to ensure that it complies with the
requirements set forth in § 64.2001 e seq. of the Commission's rules to the extent that such
requirements apply to the information obtained by NCP.
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Nextcarrier Prepaid, Inc.
Statement of CPNI Procedures and Compliance

Nextcarrier Prepaid, Inc. (“NCP”) provides exclusively prepaid calling card services.
Consequently, NCP does not have a “subscriber” relationship with its customers and does not
send “bills” to its customers. Because it is exclusively a prepaid card provider, NCP does not
obtain any information that would reveal the identity of an end user customer of its prepaid
calling cards or the nature of the services used by any identifiable end user customer. For
example, NCP does not obtain the customer’s billing name, address or telephone number, or any
other information that relates to the quantity, technical configuration, type, or location of a
specific end user customer’s service. In short, NCP does not obtain information that would
enable it to determine the identity of the customer that uses its prepaid cards or to market other
services to that customer.

NCP does obtain certain call detail information concerning the calls made using its prepaid
cards, based on the PIN number associated with each card. However, the PIN number is
anonymous and is not associated with any identifiable individual or customer, billing telephone
number or billing location. Moreover, the call detail information obtained by NCP is not made
available to customers or third parties over the telephone, online, or in retail stores. However,
such information may be disclosed in response to a proper subpoena, court order or other judicial
process.

NCP safeguards from improper use or disclosure by employees the call detail information that
NCP obtains in providing its prepaid calling card services. Access to call detail information is
limited to certain employees, and those employees are trained to protect call detail information
from improper use or disclosure and informed that failure to protect that information will result
in appropriate disciplinary action. In addition, NCP has programs and procedures in place to
discover and protect against attempts by third parties to gain unauthorized access to NCP’s
computers and call detail records.

NCP did not have any breach of its call detail records during 2007. Because NCP does not have
any presubscribed customers, and does not know the identity of end users who purchase its
prepaid cards, it cannot notify those customers directly if a breach occurs. However, NCP has
processes and procedures in place to maintain records of any security breaches and to notify law
enforcement of such breaches.



